# Cisco unveils AI Defense to enhance security for enterprises using AI



Security and networking giant Cisco has unveiled its latest innovation, Cisco AI Defense, designed to enhance the security framework surrounding enterprise applications that leverage artificial intelligence. This launch comes at a time when businesses across various sectors are increasingly integrating AI technologies into their operations, thus facing an array of new security challenges.

As organisations embrace AI, the accompanying risks have become apparent. Traditional security measures often fall short in addressing the complexities introduced by AI systems. The Cisco AI Defense solution aims to bridge this gap by providing enterprises with tools that facilitate the secure development, deployment, and monitoring of AI applications. According to Cisco, this new service is structured to mitigate various risks associated with AI technologies.

The functionality of Cisco AI Defense is focused on two primary domains: the protection of AI application development and deployment, and the ongoing monitoring of AI usage within corporate environments. This includes a robust capability to discern between sanctioned and unsanctioned AI applications operating within both public and private cloud infrastructures. The platform employs automated testing methods to identify potential vulnerabilities, thereby reinforcing security measures.

Cisco AI Defense specifically addresses several cybersecurity threats such as prompt injection, data leakage, and denial-of-service attacks. The solution also provides security teams with essential tools to create and enforce policies aimed at preventing data poisoning and safeguarding sensitive information. One of the critical features of the system is its ability to deliver comprehensive visibility into AI application usage across an enterprise, ensuring compliance through its integration with Cisco’s broader security ecosystem.

In a shift from models that are often bound to specific AI applications, Cisco AI Defense is equipped to support multiple AI frameworks. It is built into the Cisco Security Cloud platform, utilising the company's proprietary machine learning models and threat intelligence to adapt dynamically to the ever-evolving landscape of cybersecurity threats.

Jeetu Patel, Executive Vice President and Chief Product Officer at Cisco, remarked, “Cisco AI Defense combines the unique ability to detect and protect against threats when developing and accessing AI applications without tradeoffs.” This commentary highlights the platform's dual capacity to enhance security while preserving operational efficiency, reflecting Cisco's commitment to addressing the complexities of modern AI deployment.

The introduction of Cisco AI Defense solidifies the company's position as a key player in the cybersecurity domain, particularly at a time when AI is rapidly transforming business practices and creating new avenues for both growth and vulnerability.
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