# FBI warns of rising generative AI misuse as tech leaders predict future advancements



The FBI has issued a warning regarding the escalating use of generative AI technologies, particularly deepfakes, by criminals intending to defraud unsuspecting individuals. This development highlights the growing sophistication of these technologies, designed to mimic real people convincingly. The agency emphasised the urgent need for individuals to exercise caution in order to safeguard themselves against potential scams.

During the recent Consumer Electronics Show (CES) held in Las Vegas, Jensen Huang, the CEO of Nvidia, spoke of the advancements in AI and robotics, predicting that the "ChatGPT moment for general robotics is just around the corner." His comments signal an exciting horizon for AI-driven technology within numerous sectors, suggesting that significant breakthroughs in robotics may soon be realised.

Moreover, AI's increasing presence in the medical field has garnered attention as researchers at the Karolinska Institutet in Sweden published findings indicating that artificial intelligence models exhibit superior capabilities in detecting ovarian cancer compared to human medical professionals. This research underscores the potential of AI to enhance diagnostic processes in healthcare.

As AI technologies continue to evolve, they are increasingly finding applications in everyday interactions. Apple has introduced a new feature named Genmoji, a combination of “generative AI” and “emoji,” which utilises on-device artificial intelligence to create custom emojis based on user text descriptions. This innovation exemplifies how AI can personalise and enrich user experience within digital communications.

Alongside these advancements, OpenAI founder Sam Altman welcomed the new year by posing thoughtful questions and concerns about the future trajectory of artificial intelligence, reflecting the ongoing dialogue within the tech community about the implications of rapid AI evolution.

These developments signify both the challenges and opportunities presented by AI. The intricate relationship between businesses, consumers, and emerging technologies continues to redefine industry practices and consumer experiences, leaving a wide array of implications for the future landscape of business and technology.

Source: [Noah Wire Services](https://www.noahwire.com)
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