# David Sacks accuses DeepSeek of stealing from OpenAI



In a recent interview on Fox, David Sacks, who holds a notable position as the AI and crypto “czar” for former President Donald Trump, made significant allegations against the Chinese AI company, DeepSeek. Sacks claimed that there is “substantial evidence” suggesting that DeepSeek has engaged in a manner akin to theft by using knowledge gleaned from OpenAI’s AI models. He interpreted this process as DeepSeek distilling responses from OpenAI to enhance its own AI capabilities. “I don’t think OpenAI is very happy about this,” Sacks remarked, although he did not specify the source of the evidence he referenced.

Emerging rapidly in the AI landscape, DeepSeek has gained prominence due to its highly effective models and free chat applications, which have gone viral recently. This surge in popularity has caught the attention of U.S. government officials, particularly with their apps reportedly reaching the top of the Apple App Store over the weekend. The National Security Council, the principal advisory body for the President on foreign policy and national security, is currently assessing the potential ramifications of DeepSeek’s applications.

Furthermore, the U.S. Navy has been proactive in its response to these developments, having issued a ban on the use of DeepSeek’s AI tools, citing “potential security and ethical concerns” associated with their deployment. As scrutiny intensifies on DeepSeek, the discourse surrounding the intersection of AI, national security, and ethical practices continues to evolve, highlighting the complexities and challenges facing regulatory bodies and businesses alike in this advancing technological landscape.

Source: [Noah Wire Services](https://www.noahwire.com)
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* <https://www.80.lv/articles/openai-claims-deepseek-stole-its-intellectual-property-to-train-their-ai-model> - This article discusses OpenAI's claims of intellectual property theft by DeepSeek and highlights the irony given OpenAI's own legal issues.
* <https://www.80.lv/articles/openai-claims-deepseek-stole-its-intellectual-property-to-train-their-ai-model> - It mentions David Sacks' comments on the alleged distillation process by DeepSeek.
* <https://www.reuters.com> - Reuters is mentioned as a source for information on the National Security Council's review of DeepSeek's implications, though a specific URL is not provided.
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* <https://www.apple.com/newsroom/2025/01/apple-app-store-top-apps/> - This hypothetical URL would provide information on top apps in the Apple App Store, though specific data on DeepSeek's apps is not available.